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adamant in defending your own right to react to a successful product 
in the marketplace by building something that did the same job bet
ter, even to the point of "reverse engineering" the competing prod
uct. You would probably want laws to make sure you are not taken 
advantage of, especially by ex-employees, agents, and competitors 
who misappropriate your property. 

Do the existing laws provide this protection or do we need some
thing new? The intellectual property laws of the industrialized world 
currently try to protect three entirely different things: invention, 
unique expression, and commercial expertise. In most countries, as 
in the United States, patent law applies to the first, copyright to the 
second, and trade secrecy to the third. Unlike most of the world, the 
United States does not have a national trade secrecy law, but the 
high degree ofuniformity in state trade secrecy law almost moots the 
distinction. 

The problem in applying these three forms of protection to some
thing new is not a failure of the underlying concepts but rather the 
degree to which the statutes and case law have evolved and the prob
lem of "pigeon-holing" something new into an existing format. As a 
law ages, it acquires appendages and exceptions that reflect special 
interests or attempts by the legislature to clarify its original intent in 
the face of errant court interpretations. The U.S. Copyright law is a 
perfect example of originally sound legislation that has mutated into 
a hodgepodge of special rules. The fundamental concept of protect
ing a creative form of expression, however, remains sound. 

Is it possible to reexpress the protection needs of modern tech
nology more simply? Perhaps a fresh view would help. 

1. For discussion purposes, we should scrap the current legal 
grouping of works by category (e.g., Is it an industrial good? Is it 
a writing? etc.). I propose that it would be preferable to segment 
the creative process and provide specific protections for each 
step, for example: 
a. invention or discovery of basic principles 
b. development of a unique, novel, and nonobvious process,. sys

tem, or device 
c. production of something having commercial or artistic value. 

2. It is probably wrong and unworkable to attempt to provide any 
restrictions on the first category (the invention or discovery of 
basic principles). This is not a novel idea as even our most rigor
ous existing protection scheme, patents, does not today extend 
to a law of nature. 
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3. There is a reasonable consensus that unique and nonobvious de
signs, processes, and systems should have special protections, at 
least until the inventor can recover the cost of the invention and 
earn a reasonable profit. The validity of such a concept is that, in 
return for complete disclosure, the inventor should receive pro
tection from competing inventions, but only for a short period. 
The length of this protection might reasonably depend on the in
vention (i.e., it may be reasonable to give longer protection to 
items requiring longer recovery periods, such as drugs, where 
other federal regulations interfere with natural market condi
tions). 

4. There is a broad consensus that copying anything should be ille
gal if the copying can be shown to cause economic harm. The nor
mal test is access to the copied work, a similarity in the copy that 
could not possibly have occurred by chance, and cle.ar economilc 
damage. The is no special reason to place a time limit on this re
striction. 

5. Most would agree that confidential information used in a trade or 
business to gain competitive advantage should be protected 
against theft and willful disclosure, just as other business assets 
are protected against theft or willful destruction. 

Assuming these overriding principles are acceptable, does 
unique legislation have to be enacted to accomplish the goals or can 
the existing system be made to work? More specifically, is the case of 
software unique? 

Special Treatment for Software? 

To avoid analogies with other works, errant court decisions, ambigu· 
ities in the law, and so on, it has been very tempting to claim that 
software is a unique work of humans, unlike any other product or ser
vice from times past. A claim of uniqueness lends itself to a plea for 
specialized laws that supercede or replace the more general concepts 
of trade secrecy, copyright, and patentability. 

These calls for unique treatment of software have arisen in the 
past from four disparate sources: (l) those who have been rebuffed in 
attempts to use existing mechanisms, e.g., patents; (2) those who 
have a special ax to grind, e.g., because a unique definition might 
allow them to escape local taxation; (3) those academic or institution
al "think tanks" that can afford to take a view unrelated to practical 
politics; and (4) those who truly believe that software is unique. 
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The problem with this approach is that the very claim of unique
ness can abrogate claims to more conventional protections. In 
addition, the political practicality of developing a single but special
ized view of software throughout the world should throw fear into all 
but its most naive advocates. Nonetheless, if a strong logical case 
could be made that software is truly unique, this approach might 
have an outside chance of success. However, as discussed in Chapter 
2, software is only unique to the extent that it uses new languages 
and distribution media, and this has never been a sufficient ar
gument for special treatment of graphic arts, recordings, films, 
books, or other works that combine tangible and intangible ele
ments. 

The problems facing the software industry are identical to those 
of other industries and, in all probability, the differences between 
software distribution and the distribution of films or books will con
tinue to diminish. In the field of packaged courseware, for example, 
many vendors have already begun to merge the textual and visual 
portions of their courses with the programs that do the training or 
test the student. What once was a book and/or film is now digitized 
information and animation sequer.1ces that are indistinguishable 
from the program that drive them. 

It is my opinion that efforts to write special software protection 
laws will fail and, in failing, will weaken attempts to make existing 
generic legislation stronger. This is not to say that the work of WIPO 
and others to draft unique legislation has not been useful. To the con
trary, such efforts have focused the debate and have highlighted 
deficiencies in our existing laws. Nonetheless, it would now be better 
for all concerned if the producers and vendors of all forms of intangi
ble expression were to recognize their common heritage and needs, 
and demand modern application of ancient principles to protect their 
property. 

The basic list of objectives we set forth earlier in this chapter can 
be achieved within the existing legal framework. No, the patent laws 
have not yet been applied successfully to software, but it would not 
take a lot of political effort to get Congress to reaffirm its 195 2 view 
that patents should apply to all inventions. Similarly, the copyright 
law is vague as to what constitutes "fair use," leaves it to a court's 
judgment to decide what is a "copy," and treats each new form of 
authorship (literature, films, etc.) as a special case. Conversely, copy
right does provide the kind of protections most authors want, includ
ing criminal penalties. Trade secret laws work well to protect valu
able "know how," but they need standardization at the national (or 
international) level and should better dovetail with patent and copy
right protections. 
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I doubt if there would be many calls for more extensive protec
tions if the existing mechanisms were made to work properly. Many 
of the special interest requests for new legislation (e.g., for "chip pro
tection," against movie and record piracy, etc.) would vanish if the 
current provisions of the copyright law were clarified, especially the 
criminal sanctions and the definition of a "copy." 

The True Problem and a Possible Solution 

Before exploring the major proposals that have been made to change 
or add to our existing laws, it is worth noting that the true problem 
may not involve software per se; all of our new technologies may 
have outgrown our existing copyright, patent, and trade secret laws. 
As software is simply another form of intellectual property which, 
like so many other intangibles, can be a component of a tangible com
mercial product, the problems of protecting software are identical to 
the problems faced by all products with a high level of intangible 
''value added.'' 

The problem is destined to get worse as the intangible content of 
our industrial products increases, and it will increase. Is it reason
able to treat software, motion pictures, courseware, recorded music, 
proprietary databases, patterns (e.g., chip masks), and electronically 
recorded text as separate entities? A single videodisk, for example, 
could contain all of these. It could be used as a component in a train
ing system, a machine tool, a game, or as part of a public perfor
mance. 

The protection issues are generic, not specific: protection of trade 
secrets, prevention of unauthorized copying and distribution, and an 
opportunity to be rewarded fairly for true inventions. 

Earlier in this chapter it was noted that two levels of protection 
should suffice for all forms of intellectual property, namely (1) a 
short-term monopoly on ideas, designs, and processes that are truly 
unique, novel, and nonobvious; and (2) an absolute ban on copying 
another's work for commercial gain. How does this differ from the 
protection requirements of industrial property in general'? Weren't 
these the original goals of our patent and copyright legislation? 

It may be time to rewrite these laws, not as a software-driven 
need but for the broader issues mentioned. Perhaps it is also time to 
enact a federal trade-secrecy statute. Doing everything at once 
would insure that all of the protections available are interrelated and 
not contradictory. Nothing dramatic would have to be done to ac
complish this task; a national commission could make sense out of 
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what has become nonsense, especially if its charter was limited to 
recodifying existing law to accomplish the original intent. In the pro
cess, all specialized references to industries and processes could be 
eliminated. The new law could resolve the conflicts that currently 
exist in the various forms of protection: 

1. Patents would be available for all inventions that are nontrivial, 
nonobvious, and unique, only laws of nature being excluded. 
Software, algorithms, and other nontrivial processes would obvi
ously be included. 

2. Copyright, patent, and trade secret legislation would identify the 
rights conveyed by each; conflicts between each would be elimi
nated. Copyright deposits would be either eliminated (most 
countries do not require deposit) or provision for secure deposit 
would be provided. It would be made clear that patent applica
tion voids trade secrecy rights but that trade secrets and copy
rights can coexist. 

3. A "copy" would be defined broadly to insure copyright protec
tion of transliterations, transformations, derivatives, and vari
ants of the original work. All property, not just writings and 
other works added by Congress, would be subject to copyright. 

4. "Fair use" of copyright and trade secret material would be 
spelled out. Use of copyrighted or trade secret material to in any 
way reduce the commercial potential of the original would not be 
"fair." 

5. The proper form of notice to protect patent, copyright, and trade 
secrecy rights would be specified; notice conflicts would be elimi
nated. 

The foregoing is a big step-one that probably will not be taken 
until the crises in protecting new forms of industrial and intellectual 
property grow even larger. In the interim, the press for unique 
changes of the law to accommodate one special interest group or an
other continue to accumulate. One day it is the distributors of home 
videotapes seeking unique legislation to increase the punishment of 
"video pirates." The next day it is the chip manufacturers seeking 
unique protections for their "masks." Then it is the software indus
try requesting a means of registering trade secret materials for copy
right. 

This pattern will continue until all of the participants recognize 
that pressing for their special needs only lessens the chance of real 
success. Until a leader steps forward, however, the special int1~rest 
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legislation will continue. Some recent proposals have been good, 
some bad, and none have attempted to address the long-term need 
for legislative overhaul. It is worth examining these individual pro
posals briefly as they are far more likely to demand your attention in 
the next several years than broader attacks on the general problem. 

Special Interest Legislation 

l. The so called "ADAPSO Proposal" (other trade associations 
participated and supported the proposal) was introduced in the 
House of Representatives in 1981 by Congressman Hobert Kas
tenmeier (H.R. 6983). The proposal is still extant although the 
bill has not been reintroduced. This modest legislation would re
move several of the ambiguities created by the 1976 and 1980 re
visions to the Copyright Act. The act would: 
a. Mandate a system of secure deposit for works that the copy

right holder claimed were confidential. The Copyright Office 
currently has rule-making authority to do this without legisla
tion, but the bill's sponsors feel a Congressional mandate 
would be preferable. 

b. Broaden the definition of a program to incorporate all of the 
forms that software can take (i.e., beyond the set of instruc· 
tions originally written by the author). The Copyright Office 
and others consider the transliteration of a program from one 
form to another (e.g., from source code to object code) to be the 
making of a copy, hence a protected right, but there continues 
to be judicial debate and confusion on this point. As more 
computer-aided programming systems are developed (e.g., 
programs that translate block diagrams and other design cri· 
teria into programs), this issue will grow. The proposal would 
clarify the issue by defining software broadly enough to in
sure that any transliteration of the author's work is a copy for 
copyright purposes. 

c. Make the character string (c) an acceptable form of notice. 
While this would only be useful in the United States until in
ternational treaties were modified, it would be a first step to
ward a machine-processable copyright notice. There are al
ready three other forms of notice acceptable within the United 
States, but the only form of notice covered by international 
treaty, the "c" in a circle, is a special character from a data 
processing standpoint. 
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d. Restate Congress's intent that copyright should never pre
empt the nonequivalent rights provided by state trade secre
cy laws. The major argument against this proposal is that it is 
unnecessary, Congress's intentions being clearly spelled out 
in the legislative history of the Copyright Act revisions. The 
argument for the revision is that this remains an area of judi
cial uncertainty and the very uncertainty may be restraining 
software investment. The ADAPSO proposal is simply a tech
nical amendment to the Copyright Act and as such it has con
siderable merit and little opposition. 

2. Chip protection legislation has been introduced in various forms 
over the past six years in both houses of Congress. The legisla
tion has been controversial, even within the semiconductor in
dustry. Basically, these various bills would implement. a new 
form of protection for masks used in the production of chips. Al
though, as was pointed out in Chapter 5, firmware has been held 
to be subject to copy1ight, confusion reigns with regard to the 
pattern of the electronic components on the chip, a costly part of 
the chip's development cost. 

Legislation introduced by Representative Don Edwards in 
1978 (H.R. 14293), 1979 (H.R. 1007), and 1982 (H.R. 7207, also 
introduced in the Senate by Senators Mathias and Hart as S. 
1201) would modify the Copyright Act to provide special ten
year copyright protection to chips. The rights conveyed would 
cover the right to make, use, and sell or "substantially to repro
duce" (i.e., rights far beyond normal copyright protections but 
not quite those conveyed by a patent). 

Although the plight of the chip manufacturers is real, mil
lions of look-alike chips having been fabricated and sold, the sup
port for these bills has been less than overwhelming. The major 
opposition has come from those who fear that a third class of hy
brid protections, neither copyright nor patent, could weaken 
these basic concepts. A second source of opposition has come 
from those who feel that existing copyright protections should 
be sufficient for masks, which are included under the protections 
afforded "pictorial, graphic, and sculptural works." This group 
feels the semiconductor industry should press for judicial re
dress under the existing law, despite anticipated setbacks while 
the courts resolve the issues, rather than pressing for special leg
islation. 

The chip manufacturers point out that you cannot have a 
copyright on a "useful article." (This, so the theory goes, would 



138 Public Policy and the Future of Software Protection 

But the need is real 

All pirates should 
hang equally high 

A technical 
revision ... 

Illustrating the need 
for a complete rewrite 

create a monopoly never anticipated in our Constitution or by 
Congress when it passed the Copyright Act.) But, is it really the 
useful article (i.e., the chip itself) that the chip manufacturer 
wants to protect or the use of his or her original work (i.e., the 
mask layout)? The fact that the resulting article contains a copy 
of a copyrighted work should be sufficient. If a sculptor has a 
copyright on all of the castings he or she makes and the artist has 
a copyright on his or her lithographs, why should the chip manu
facturer be treated differently? 

In the final analysis, however, lacking a complete copyright 
revision, some legislative tinkering may be necessary to protecit 
masks. An intelligent interim step might be to simply reaffirm 
the applicability of copyright to mask patterns as pictorial, 
graphic, or sculptural works. This would leave the copyright 
owner with the burden of proving that another chip embodied ei·· 
ther a copy or a derivative of the copyrighted mask, but this, of 
course, is the burden every copyright owner must bear. 

3. Special "piracy legislation" was introduced in 1982 (H.R. 6420) 
to increase the statutory penalties for copyright infringement 
and counterfeiting of software. In 1981, Title 18 of the federal 
statutes was changed to increase the statutory penalties for 
criminal copyright infringement, specifically as they apply to 
motion pictures, sound recordings, and other audio-visual works. 
Under these revisions the maximum criminal penalty rose to 
$250,000 and five years in prison. Based on the aforementioned 
ambiguities in the much-modified Copyright Act, it is unclear 
whether these increased penalties could apply to software or not. 
The proposed legislation would have added software to the item
ized list of items covered by the increased penalties. 

This legislation, like the ADAPSO proposal, was essentially 
a technical amendment to the law, and as such it excited little in
terest. With a geometric increase occurring in the number of soft
ware copyright cases, however, there is a reasonable expectation 
that this legislation will resurface. 

Valuable as it might be in its own right, legislation like this il
lustrates what a hodgepodge the Copyright Act has become. 
Why should the criminal penalties applicable to one form of in
dustrial piracy be different than any other? Why does the Copy
right Act have to be revised every time a new form of "writing" 
appears on the scene? (There is considerable pressure, for exam
ple, to add "databases" to the itemized list of protected works.) 
While it would be hard to argue against the need for parity in our 
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criminal penalties, it is even easier to argue the need for restoring 
sanity to our venerable and valuable Copyright Act. 

4. Although originally raised by the recording and motion picture 
industry, the debate over the so-called "first sale" doctrine has 
implications for software. Under this doctrine, copyrighted ma
terial may be sold or rented without additional financial l'.iability 
to the copyright owner. In many cases, as in the renting of home 
video recordings, this can put the commercial renter in direct 
competition with the copyright holder. 

A proposal sponsored by the government would bar commer
cial rental of copyrighted material without the prior permission 
of the copyright holder. At present these bills are specifically 
proposed for sound recordings and audio-visual works, but, as re
petitively noted, the distinctions between "works of authorship" 
are fading. In addition, there is building pressure from micro
computer software producers to similarly limit "rentals" of soft
ware, which they see as an organized effort to promote theft (rent 
it, copy it, return it). 

As with all the other special-interest legislation, these pro
posals need more thought. Do we really want the author or artist 
involved in every downstream transaction involving a copyright
ed work? Is this really a copyright issue? If you buy a work of art, 
for example, should you have to get the artist's permission be
fore you sell it, put it on exhibition, or otherwise dispose of it? 

Other Issues 

There are two other issues worth including in this discussion of pub
lic policy and the future of software protection, both related to soft
ware exports. The international market for software is exploding. To 
keep this market alive and healthy, an issue of critical concern to 
U.S. firms who have, to date, dominated the world market for soft
ware, urgent revisions are required in international copyright 
treaties. In addition, the U.S. government must take a rational posi
tion on the issue of limiting technology exports, most notably soft
ware, that could have military or political value to our enemies. 

The United States has always been a leader in revising its copy
right law to incorporate new technologies (hence the current need for 
a complete rewrite to clean up all the loose ends). The United States 
was the first to make computer programs a specifically protected 
work, something that has been left to judicial interpretation in most 
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other countries. While it is reasonable to expect that eventually all 
countries will agree to a single rational standard for cross-border 
copyright protection of software, it would be far better if an interna
tional agreement could be reached now. 

The United States is in a position to play a major role in such an 
undertaking: Today we have technological and economic leadership 
on our side. Misguided rulings that software is not subject to copy
right, or national decisions to erect import barriers by deliberately 
putting software in a protected category are fortunately rare, recent, 
and reversible. However, time is a factor. The sooner an international 
agreement is reached on protection of software by copyright, the bet
ter for everyone. 

The issue of national security is also a real one; no one would 
doubt that our missile guidance software could have incalculable 
value to an enemy. But does our commercially available software 
have military or political benefit? And, if so, does restricting its dis
tribution have benefits that outweigh the costs? I think not. 

Most software products have a life of less than five years. Even 
within that five-year period the products are continually revised to 
incorporate new functions, to respond to hardware changes, and to 
correct errors. While one product is being marketed another is under 
development; each successful product carries the seeds of its own re
placement. In general, the products a software company is develop
ing in its laboratories are from two to five years ahead of the prod
ucts it is marketing. 

In addition, a successful software product breeds inti3rnational 
competition. Admittedly, the U.S. software industry has dominated 
the world market, but this does not rpean that you cannot buy a func
tional equivalent for nearly every U.S. software product from a 
non-U.S. source. 

Given these conditions, what is the net effect of restricting com
mercial software sales abroad by requiring (1) a license for each sale 
in a restricted territory, and (2) contractual guarantees from all cus
tomers that they will not resell the product in a restricted territory? 
The answer is reduced U.S. exports, no real penalties on our enemies 
(who either steal the software or buy it legitimately elsewhere), and 
an eventual weakening of our worldwide competitive (and hence mili
tary) position. In addition, the software we hope to have denied our 
enemies is so far out of date as to be of no possible strategic benefit. 

In 1980 my company was asked to bid on a sale of telecommuni
cations software to the agency that served the Hungarian govern
ment's data processing needs. The software in question had been on 
the market since 1970 (an extraordinary life for a software product). 
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The software was old and tired, and had many competitors, foreign 
as well as domestic. After four months of delay in attempting to get 
an export license, the prospect awarded a multimillion-dollar con
tract to a British competitor. 

I submit that we must rationalize our export licensing proce
dures. If export licenses are to be required for commercial software 
products at all, of dubious benefit at best, the licensing procedures 
should be on a product-by-product, not a sale-by-sale basis. The Com
merce Department, which is charged with promoting exports 
abroad, should be given the charter of coordinating and expediting 
the award of licenses. This will happen only if the business communi
ty demands it. 

Conclusion 

There would have been no point for this book if the issues of software 
protection were all settled. Furthermore, I do not anticipate a rapid 
resolution of many of these: The business community itself is not yet 
fully educated on the issues and has not taken clear and consistent 
positions on its needs. Similarly, our legislators and courts can only 
react to well-articulated arguments, and only a handful of lawyers 
are equipped to deal with these relatively new and arcane issues. In 
brief, anticipate a continued state of turmoil. 

You can survive the turmoil, however. Take charge of the process 
in your own organization. Hire one of the few experts in the field or 
make sure that your attorney becomes one. Get active in one or more 
trade associations or industry groups so at least you will know of and 
can intelligently react to legislative proposals that may affect your 
livelihood. Follow the precepts I have tried to lay out in this book 
until better ones come along. 
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Agent 

Algorithm 

Application software 

Assemble 

Certiorari 

Chip 

COBOL 

Code 

An individual or company authorized to perform narrowly specified 
acts for someone, e.g., to make sales and provide services, as con
trasted to a "distributor." 
A step-by-step procedure, formula, set of rules, or process to produce 
a desired result, calculation, or output. The U.S. Supreme Court, in 
Benson23 and in Flook 21 used a narrower definition, i.e., a "procedure 
for solving a given type of mathematical formula." 
Software which performs useful work for the computer user (in con
trast to system software), e.g., the calculation of a payroll. 
Conversion of a program written in high-level symbols into the na
tive language of the computer. See also Compile. 
Granting of a review of a lower court's decision by the U.S. Supreme 
Court. 
A piece of a (generally) silicon crystal that has been etched according 
to the pattern on a mask, forming multiple electronic components 
into a single electronic device, e.g., a microcomputer or a memory 
bank. 
A high-level programming language for business applications (COm
mon Business Oriented Language). COBOL source programs must 
be compiled into object programs. 
Program instructions. Usually qualified as either source code or ob
ject code. 

143 
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Transliteration of a source program into an object program, usually 
by means of another program called a "compiler." 
The downstream losses suffered as the result of a defective product's 
use, e.g., if a product burns down a factory, the cost of replacing the 
factory would be direct but the profits lost while it was closed would 
consequential. 
That which is given up by a party to a contract in return for that 
which is given up by the other parties. In general, for a valid contract 
to exist between two parties, there must be consideration on both 
sides. 
An educational program packaged for machine delivery, usually 
under program control. 
A circular plate, coated with a metallic oxide, on which information 
can be recorded. While the disk is rotated, a disk drive either writes 
information to the disk by selectively magnetizing different areas, or 
reads previously recorded information by sensing changes in mag
netization. 
A peripheral device used to store and subsequently retrieve informa
tion recorded magnetically on rotating disks. 
A company or individual who buys for their own account and then 
resells through a wholesale or retail distribution network. 
The character-by-character printout of the contents of a computer's 
memory. 
The translation of one character string into another by means of a 
cypher, translation table, or algorithm, in order to render the infor
mation contained in the character string meaningless to anyone not 
possessing the decoding mechanism. 
Software delivered as part of or stored in a machine component, usu
ally a memory device, e.g., ROM. 
A supple disk, usually protected by a plastic sleeve, that can be 
removed from the disk drive. 
A high-level programming language primarily used for engineering 
and scientific applications. FORTRAN source programs must be 
compiled into object programs. 
One or more disks that are hermetically sealed with the disk drive's 
read/write unit in order to increase storage capacity, speed of access, 
and reliability. 
The tangible components of a computer system. 
A warranty granted to a purchaser by the force of law rather than by 
the vendor. Implied warranties usually cover a product's "merchant
ability and fitness for a given purpose," i.e., the (generally retail) 
buyer's right to expect that the product will perform the function for 
which it was sold. 
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A court order restraining a particular act, usually until the issues 
being disputed can be brought to trial. 
The copying of a work that, as a result of missing notice, is not a 
violation of law. 
The smallest logical component of a computer program, sometimes 
called a "statement" or a "line of code." 
Incorporeal; unable to be perceived by the senses when separated 
from a tangible medium. 
Intangible property produced through a creative process, e.g., by 
drawing, composing, writing, or arranging. 
A contract granting otherwise restricted rights (e.g., to use a trade 
secret) to a third party. 
The pattern used to etch an electronic circuit into a silicon wafer; the 
critical transfer of intellectual property in the manufacture of elec· 
tronic chips. 
An integral part of a computer system designed to temporarily store 
programs and data while the computer operates, as opposed to more 
permanent external storage, such as tape or disk, which can sLore in
formation separate from the computer's operation. 
A miniaturized computer system based on one or more "computers 
on a chip," i.e., a programmable processor implemented in a single 
chip of silicon. Microcomputers generally are sold as a complete sys
tem, including additional chip-level electronic storage (i.e., "memo
ry") and peripheral devices (e.g., a display monitor, a keyboard, disk 
storage, and a printer). 
See Object program. 
A program that has been written in or compiled into the native pro
gramming language of particular hardware. Object programs can 
also be source programs. 
Availability or use of a computer or peripheral device on an interac
tive basis, i.e., by one or more individuals, usually through keyboard 
entry and display output. 
A program that controls the scheduling, initialization, and execution 
of other programs, while pr0viding support services that simplify or 
eliminate the need for those programs to repeat commonly used 
tasks, e.g., instructing the computer how to print a line of informa
tion from an area in memory. 
An input/output device that is connected to a computer by a cable, 
e.g., a disk drive, a printer. 
An overly romantic term that is currently in vogue to describe some
one who illegally copies the intellectual property of someone else. 
A defined term under the Copyright Act, meaning the distribution of 
copies by sale, rental, lease, or lending. 
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Public domain 

Reverse engineering 

ROM 

Software 

Source code 
Source program 

Statement 
Suigeneris 
System software 
Tangible 
Track 

Trade secret 

Uniform Commercial 
Code(UCC) 
Videodisk 

WIPO 

Work for hire 

Intellectual property enters the public domain, i.e., th.at point at 
which the public at large has a right to copy and use it, when it has 
lost its copyright or other legal protections. 
The creation of a competitive offering by the minute examination of 
an existing product, e.g., by disassembling something into its com
ponent parts to study its design. 
Read-Only Memory. A semi-permanent or permanent computer stor
age device used to store, most frequently, system software. 
A computer program plus its descriptive and supporting materials. 
See Chapter 2. 
See Source program. 
A program as originally written by the programmer. A source pro
gram may also be an object program. 
A single program instruction. 
Unique; one of a kind. 
Software used by or which controls other software. 
That which can can be seen, weighed, measured, felt, or touched. 
One of many concentric circles defined on the face of a disk as infor
mation is recorded. Most disk devices move the recording device to 
discrete positions away from the center of the disk's rotation in order 
to better use the recording surface, hence creating tracks of informa .. 
ti on. 
Any business information that, because it is maintained in confi
dence, provides a competitive advantage. See Chapter 6. 
A standardized consumer protection law that has been adopted by 
most of the states to govern retail transactions. 
A sealed disk on which digitized sound, pictures, programs, anima
tion, data, etc., have been recorded, most commonly by etching the 
disk's silvered surface with a laser. The etched bits may then be read 
back by reflecting a second laser beam to an intensity detector. 
The World Intellectual Property Organization. A United Nations 
agency headquartered in Geneva that administers international 
treaties on intellectual property. 
A work prepared by an employee within the scope of his or her em
ployment, or a work specially ordered or commissioned, in a written 
agreement, as a work made for hire. 
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